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Main Features of Dataspace Connector (DSC)

• Open Source (Apache 2.0) on GitHub:
https://github.com/International-Data-
Spaces-Association/DataspaceConnector

• DSC serves as reference connector in IDSA 
testbed

• Development

• Initially developed by Fraunhofer ISST 
(2020–2022)

• sovity took over maintainership in early 
2022

• DSC is IDS_ready and approved 
for IDS graduation scheme

https://github.com/International-Data-Spaces-Association/DataspaceConnector
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Main Features of DSC

• Functionalities
• Connects to data sources and sinks 

(REST, data bases or via Camel)

• Exchanges data between IDS 
Connectors 

• HTTP Multipart and IDSCP protocols

• Use IDS Apps and Routes to 
incorporate business logic

• Enforcement of Usage Control

• Configuration and communication
• Open-Source Frontend

• Swagger UI of Connector

• Postman Collection 
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Interaction Ways
with DSC

intern

1. Via Frontend

2. Via Swagger-API

3. Via CURL/Postman/etc.
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Examples of IDS Policies

Connector-restricted 
Data Usage

Interval-restricted 
Data Usage

This policy restricts the usage of 
the data to a specific IDS 
connector of a specific Data 
Consumer assuming that the 
Data Consumer owns one or 
more IDS Connector(s).

This policy restricts the usage of 
the data to a specific time 
interval.

Restricted Number 
of Usages

This policy may be specified as 
“the Data Consumer is allowed 
to use my data not more than n 
times”.

Parameter: 

• Max. number of usages

Parameter: 

• Start date/time of usage

• End date/time of usage

Parameter: 

• URLs of white-listed data-
receiving IDS Connectors

1: Allow the usage of data

5: Connector-restricted Data Usage

9: Interval-restricted Data Usage

10: Duration-restricted Data Usage

12: Restricted Number of Usages

13: Security Level Restricted Policy

14: Use data and delete it after

17: Local Logging

18: Remote Notifications
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IDSA Testbed

• Preconfigured Dataspace for
• testing and 

• certification purposes

• What is it for?
• Component behavior testing

• Interoperability testing against 
IDS components (Connector, 
DAPS, CA, Metadata Broker)

• Preparation for IDS certification

• Starting point for creation of data spaces

• Available at GitHub
• https://github.com/International-Data-Spaces-Association/IDS-testbed 
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With Data Sovereignty as a Service by 
sovity you get access to a managed 

solution for sovereign data exchange

Data sovereignty 
enablement

Technical consulting incl. 
IDS training and use case 

ideation

Connector-as-a-
Service

Provide, integrate and 
manage access to data 

spaces

DataSpace-as-a-
Service

Facilitate data space 
operators by managing 

shared services

Want to test a Connector two weeks for free? 

Simply drop us a message via contact@sovity.de
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Sebastian Opriel | Co-Founder and CTO

Sebastian.Opriel@sovity.de  
www.sovity.de

Let’s accelerate data spaces 

and data sovereignty

Thank you

http://www.sovity.de/

